# Security organization worksheet

|  |
| --- |
| **Part 1: Describe your security interests** |
| * Application and network security, raising security awareness to all ages, incident response, vulnerability management, threat intelligence, and probably forensics in the future. |
| **Part 2: Identify three organizations and include their mission or objectives** |
| * **Organization 1: INCIBE (“Instituto Nacional de Ciberseguridad”) Our mission is to be a driving force for the digital transformation of society, protecting citizens, minors and private companies in Spain and fostering the cybersecurity industry, R&D&I and talent.** * **Organization 2: CCN-CERT (“Centro Criptológico Nacional”) Its mission is to strengthen cybersecurity in Spain. The CCN-CERT is the national alert and response centre, and helps provide quick and effective solutions to cyber attacks and counter cyber threats in a proactive manner.** * **Organization 3: CaixaBank The purpose of CaixaBank CERT is, first, to provide 24x7x365 operational support aimed to implement, manage, monitor, evaluate the adequacy and ensure that security controls that protect the network, systems and applications of CaixaBank, and second, to support internal reaction to attacks to ICT security of CaixaBank.** |
| **Part 3: Write out which organization aligns with your interests and why** |
| * **Organization 1: INCIBE aligns with my interests because it’s the reference security incident response team that coordinates with the rest of the national and international teams to improve the efficiency in the fight against crimes involving networks and information systems, reducing their effects on public security.** * **Organization 2: CCN also aligns with my interests because it ensures protection from cyber attacks on classified systems and systems belonging to Public Administrations, and to companies and organizations of strategic interest (those essential for Spanish security and economy).** * **Organization 3: CaixaBank aligns with my interests because it provides assistance or advice with respect to different aspects of incident management and performs proactive activities to improve performance and capabilities such as: training and simulations activities, security tool development, forensics and malware analysis, intelligence reporting, information services, and vulnerability analysis.** * **Best choice for my professional interests:** It’s hard to choose, but CaixaBank CERT probably suits my professional interests because it aims an important part of the citizens financial interests, it needs a strong sense of ethics, and offers a wide array of cyber security services to learn from. |
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